**1. Định nghĩa xác thực hai lớp (2FA)**

Là cơ chế bảo mật yêu cầu người dùng xác minh danh tính bằng **hai bước:** mật khẩu và một yếu tố bổ sung (như mã xác minh qua điện thoại hoặc ứng dụng). Điều này giúp tăng cường bảo vệ tài khoản, kể cả khi mật khẩu bị lộ.

**2. Ba lợi ích khi bật 2FA cho tài khoản email hoặc mạng xã hội**

**- Tăng cường bảo mật**, ngăn chặn người lạ truy cập dù có mật khẩu.

**- Giảm nguy cơ bị đánh cắp tài khoản** qua lừa đảo (phishing) hoặc rò rỉ dữ liệu.

**- Cảnh báo sớm** nếu có ai đó cố đăng nhập trái phép vào tài khoản.

**3. Các bước bật 2FA trên Gmail (Google)**

- Truy cập vào **myaccount.google.com** và chọn **"Bảo mật" (Security).**

- Trong mục **"Xác minh 2 bước",** nhấn **"Bắt đầu"** và đăng nhập lại tài khoản.

- Chọn phương thức xác thực: nhận mã qua SMS, cuộc gọi hoặc ứng dụng Google Authenticator.

- Làm theo hướng dẫn để hoàn tất thiết lập và **kích hoạt 2FA.**